
 
 
Taking flight: the future of drones in 
the UK 
1. Introduction  
  
Thank you for taking the time to read the consultation document and to respond to the 
questions. Your views will help contribute to the design of future drones policy. 
 
Confidentiality and data protection 
 
The Department for Transport (DfT) is carrying out this consultation on drone legislation 
in the UK. The consultation is being carried out in the public interest to inform the 
development of policy. DfT is the data controller for your personal information. 
 
As part of this consultation we’re asking for your name and email address. This is in case 
we need to ask you follow-up questions about any of your responses. You do not have to 
give us this personal information. If you do provide it, you consent to DfT using it only for 
the purpose of asking follow-up questions. 
 
This consultation document has been developed in collaboration with other government 
departments and partner agencies. Consultation responses may be shared with these 
other bodies, but will not include personal details on respondents. This will aid in the 
facilitation of future government policy development and legislation. 
 
You can withdraw your consent to be contacted at any time by 
emailing dronesconsultation@dft.gov.uk. 
 
DfT’s privacy policy has more information about your rights in relation to your personal 
data, how to complain and how to contact the Data Protection Officer.  
 
To receive this information by telephone or post contact us on 0300 330 3000 or write to 
Data Protection Officer, Department for Transport, Ashdown House, Sedlescombe Road 
North, St Leonards-on-Sea, TN37 7GA. 
 
Your personal information will be kept securely on a secure IT system within DfT and 
destroyed within 12 months after the consultation has been completed. 
 
Filling in the questionnaire:  
 
All questions are singular choice unless stated as multiple choice. 

 
Guidance about which questions to complete, based on your choices, is included. 
 
Sending your completed return 
 

mailto:dronesconsultation@dft.gov.uk
https://www.gov.uk/government/organisations/department-for-transport/about/personal-information-charter
https://www.gov.uk/government/organisations/department-for-transport/about/personal-information-charter


You can either attach the form to an email, sending it dronesconsultation@dft.gov.uk or 
post a printed copy to: 
 
The Drones Policy Team 
Technology & International Aviation (TIA) Division 
Aviation Directorate 
Department for Transport 
33 Horseferry Road 
London 
SW1P 4DR  
  

 
 
2. Personal details  

Your:  
 

name?    
 

email?    
 

  

Are you responding: * 
 
  X   on behalf of an organisation? (Go to 6.Organisational 

details) 

   as an individual? (Go to 3.Individual details)  

 
 
3. Individual details  
  

Are you currently a drone user?  
 

   
Yes (Got to 4. Individual details: drone 
use) 

   No (Go to 5. Individual details) 

 
 
4. Individual details: drone use  
  

You are: (multiple choice option) 
 

   a leisure drone flyer? 

   a model aircraft flyer? 

mailto:dronesconsultation@dft.gov.uk


   a General Aviation Pilot? 

   a commercial drone flyer? 

   
other? 

  
 

 
If you selected more than one option, which option is your primary option?   

  
 
 
 

 
5. Individual details  
  

How many drones do you think you will operate in:  
 

the next 1 year?     
 

2023?     
 

2028?     
 

the longer term?     
 

(After answering individual details go to 7.Minimum age for an operator) 

 
 
 
 
 
 
 
 
6. Organisation details  
  

What describes your organisation best?  
 

   A business that uses drones 

   A business considering using drones 

   Drone manufacturer 

   A drone vendor 

   A test centre 

   An insurance company 



   An airline 

   A research institution or university 

   An airport 

   An airport consultative committee 

   A membership or representative organisation 

   A devolved government 

   A local authority 

   A statutory body 

  X   Another type of organisation: 

 

  

How many drones do you think your organisation will operate in:  
 

the next 1 year?    
 

2023?    
 

2028?    
 

the longer term?    
 

  

Your:  
 
organisation 
name?    

organisation 
does?   

 

organisation 
interest in 
drones is?   

 

7. Minimum age for an operator  
  
An SUA (small drone) operator is the person who has the management of the small 
unmanned aircraft. 
 
An SUA (small drone) remote pilot is an individual who operates the flight controls of the 
small unmanned aircraft by manual use of the controls, or when the small unmanned 
aircraft is flying automatically, monitors its course and is able to intervene and change its 
course by operating its flight controls. 
 
The government is proposing that 18 is the minimum age requirement to be a SUA 



operator. 
 
The government is not proposing to introduce a minimum age requirement to be a remote 
pilot of a SUA. 
 

Do you see any advantages to the introduction of a minimum age for SUA (small drone) 
operators?  
 
  X   Yes (Go to 8.Minimum age for an operator) 

   No (Go to 9.Minimum age for an operator) 

   Don't know (Go to 9.Minimum age for an operator) 

 
8. Minimum age for an operator: advantages  
  

What advantages?  
 

9. Minimum age for an operator  
  

Do you see any disadvantages to the introduction of a minimum age for SUA (small 
drone) operators?  
 

   Yes (Go to 10.Minimum age for an operator) 

  X   No (Go to 11.Minimum age for an operator) 

   Don't know (Go to 11.Minimum age for an operator) 

10. Minimum age for an operator: disadvantages  
  

What disadvantages?  
 

  
 
 
 

11. Minimum age for an operator  
  

Do you agree with the government's proposal that a minimum age of 18 should be 
introduced for SUA (small drone) operators?  
 
  X   Yes (Go to 13.Minimum age for an 



operator) 

   No (Go to 12.Minimum age for an operator) 

12. Minimum age for an operator: reasons against  
  

Why not?  
 

  
 
 
 

13. Minimum age for an operator  
  

Do you believe that the introduction of a minimum age of 18 for SUA (small drone) 
operators will have:  
 
  X   a positive impact? 

   a negative impact? 

   no impact? 

14. Minimum age for an operator: effects  
  

Why?  
 

15. Aerodrome restriction  
  
The review into the aerodrome restriction will consider questions such as:  

 what the minimal acceptable vertical separation between a drone and an aircraft should 
be 

 how the geography surrounding airports could impact on this restriction 

 areas where drones are likely to be used (such as public parks) which are near 
aerodromes, and could be issued with a permanent exemption 

 whether additional categories should be added to the list of protected aerodromes 

 whether the restriction has had any impact on the number of drone sightings and Airprox 
reports near aerodromes 

 the number of permission requests generated, and what percentage were accepted or 



rejected 

 whether a different kind of restriction should be considered - such as radius circles near 
the runway thresholds 

 
 

 

 

 

 

What other areas do you feel the review should cover?  
 

16. Aerodrome restriction  
  

Do you believe that the 1km restriction zone around a protected aerodrome is sufficient?  
 
  X   Yes (Go to 19. Aerodrome restriction: shape agreement) 

   No (Go to 17. Aerodrome restriction: shape agreement) 

   
Don't know (Go to 19. Aerodrome restriction: shape 
agreement) 

17. Aerodrome restriction: shape agreement  
  

Do you feel that a restriction zone of a different shape would be more appropriate?  
 

   Yes (Go to 18. Aerodrome restriction: alternative shaped) 

   No (Go to 19. Model aircraft flying associations after “If no, why not?” comment box) 

   Don't know (Go to 19. Model aircraft flying associations) 

 
If no, why not?   

  
 
 
 

18. Aerodrome restriction: alternative shaped  
  

State the shape, its dimensions and why?  
 



  
 
 
 

19. Model aircraft flying associations  
  
In its response to the previous drone policy consultation, the government made a 
commitment to work with model aircraft flying associations to examine ways in which it 
may be possible to exempt members of model aircraft flying associations with adequate 
safety cultures and practices from certain elements of registration and other educational 
requirements, or where their club could be permitted to undertake regulatory 
requirements on their behalf. 
 

Do you have any other proposals for solutions to minimise the impacts on safe model 
aircraft flying that we could consider?  
 

20. Mandating and/or regulating a Flight Information 
and Notification System(s) (FINS)  
  
The government is considering whether to legislate that for certain drone activity, certain 
users will be required to use an approved Flight Information and Notification System 
(FINS) to:  

 view local airspace information 

 check it is permitted to use the surrounding airspace 

 create a notification that a drone is going to be flown at a particular location at a given 
time 

 
 

 
It is proposed the FINS(s) could be digital, interactive and real time and a means of two-
way communication between the user, other users around them, and relevant government 
authorities. We envisage the delivery mechanism could take the form of an electronic 
application (an ‘app’), and may be used on a phone, tablet or web browser for example, 
but could equally be delivered via other equipment.  Any solution would be built on open 
standards, to avoid lock in to a specific vendor and to encourage continued innovation for 
drone pilots and the sector.  
 
The aim of this proposed policy is to increase drone user accountability, to ensure a flight 
can be made safely, without compromising the security or privacy of others. The real-time 
data and records made by a FINS could also be useful for enforcement. 
 
 
 



 
 
 
Do current drone information apps provide enough support to ensure the safe and 
appropriate use of drones?  
 

   Yes 

  No 

   Don't know 

 
Why?   

  

 

 

 

Do you think there is a need to mandate the use of a FINS(s) for certain types of drone 
activity?  
 

 Yes 

   No 

   Don't know 

 
Why?   

  

 

Should the government explore options to achieve similar policy aims, but without 
mandating the use of a FINS(s)?  
 

  Yes 

   No 

   Don't know 

 
Why?   



  

 

 

Do you agree with the requirement to use a FINS as outlined by the government?  
 

 Yes 

   No 

 
Why?   

 

21. The Flight Information and Notification 
System(s)  
  

What do you think should be the maximum mass of a drone for which its user should 
have to use a FINS(s), if such a requirement were to be introduced?  
 

  20kg 

   50kg 

   100kg 

   Over 100kg 

 
Why?   

  

Should there be a requirement to file a pre-flight notification on the FINS(s) before flying a 
drone?  
 
  X   Yes 

   No 

 
Why?   

  

What do you think should be the minimum allowed time, prior to take-off, for filing a pre-
flight notification on the FINS(s)?  
 

   File the notification at point of take-off 

   File the notification no less than 5 minutes before take-off 

  X   File the notification no less than 30 minutes before take-off 



   File the notification no less than 1 hour before take-off 

   File the notification no less than 3 hours before take-off 

   
Other: 

  
 

 
 
 
Why?   

  

 

What do you think should be the maximum allowed time, prior to take-off, for filing a pre-
flight notification on the FINS(s)?  
 

   File the notification at point of take-off 

   File the notification no more than 5 minutes before take-off 

   File the notification no more than 30 minutes before take-off 

   File the notification no more than 1 hour before take-off 

   File the notification no more than 3 hours before take-off 

   File the notification no more than 24 hours before take-off 

   File the notification no more than a week before take-off 

  X   Other: 

 

 
 
Why?   

  

 

It is proposed that drone pilots should not have sole responsibility in relation to the use of 
a FINS. Do you agree?  
 
  X   Yes 

   No 

 
Why?   



  

 

Should there be a duty on FINS providers to display accurate information?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

 

Should it be an offence for a FINS provider to display inaccurate data to drone users?  
 
  X   Yes and 
  X   No 

   Don't know 

 
Why?   

  

 

What do you believe should be approved for the public to use?  
 
  X   A single FINS? 

   
Multiple 
FINSs? 

 
Why?   

  



 

 

 

In your opinion what should the FINS(s) cover?  
 
  X   All of the UK 

   
Select regional information, but together the multiple FINSs would provide full UK 
coverage? 

   
Other: 

  
 

 
Why?   

 
22. Access to the Flight Information and Notification 
System(s)  
  

Besides poor signal, no battery on the electronic device, maintenance or crashing do you 
think there are other scenarios which could restrict access to the FINS(s)?  
 

   Yes (Go to 23. Access to the Flight Information and Notification System(s))  

  X   No (Go to 24. Access to the Flight Information and Notification System(s)) 

   
Don't know (Go to 24. Access to the Flight Information and Notification 
System(s)) 

 
 
23. Access to the Flight Information and Notification 
System(s)  

What scenarios?  
 

  
 
 
 

 
24. Access to the Flight Information and Notification 
System(s)  
  



If real time access to the FINS(s) cannot be gained do you believe the drone flight should 
be allowed?  
 
  X   Yes (Go to 25. Access to the Flight Information and Notification System(s)) 

   
No (Go to 26. Managing system providers for the Flight Information and Notification 
System(s)) 

 
25. Access to the Flight Information and Notification 
System(s)  
 

Do you think there should be an exception from using real time data on the FINS(s) if 
access is restricted by:  (Multiple choice) 
 

   poor signal? 

   no battery on device? 

  X   the FINS crashing? 
  X   the FINS being offline for maintenance? 

   
other? 

  
 

 
Why?   

 

  

If real time access to the FINS cannot be gained, how should this be managed? (Multiple 
choice)  
 
  X    Allow drone flight in certain scenarios 

   Allow drone flight using offline maps and data from FINS(s) 

   
Allow drone flight in designated geographically zoned low risk areas, but not in higher risk 
areas 

   
Other: 

  
 

26. Managing system providers for the Flight 
Information and Notification System(s)  
  



Which organisation do you believe is best suited to manage and regulate the FINS(s)?  
 

   Civil Aviation Authority 

  X    NATS (the UK air navigation service provider) 

   Department for Transport 

   
Other: 

  
 

 
Why?   

  

 

In line with government strategy should anonymised drone data from the FINS(s) be 
shared with the industry to drive technological development?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

 

For the purposes of carrying out their function, to which organisation or organisations 
should a FINS provider have to provide data if requested? (Multiple choice) 
 
  X   Department for Transport 
  X   Civil Aviation Authority 
  X   Police 
  X   Intelligence and Security Services 
  X   Border Force 
  X   National Crime Agency 
  X   HM Prisons and Probation Service 

   None of the above 

   
Other: 

  
 

 
Why?   



 

  
 
 
There would be a duty on any FINS(s) provider(s) to provide information to a list of 
organisations specified in legislation. The specified organisation(s) may only request 
information in order for them to carry out their function. Potential specified organisations 
may include, but are not limited to:  

 the Civil Aviation Authority 

 the Department for Transport 

 UK police 

 Intelligence and Security Services 

 
 

 

 

 

Do you agree it should be an offence for a FINS system provider to withhold information 
from a specified organisation if a valid request for data is made?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

 



 

Do you believe certain organisations should have some level of instant, or near instant, 
access to all data on the FINS(s)?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

 

 
27. Managing system providers for the Flight 
Information and Notification System(s)  
  

Which organisation do you believe should have some level of instant, or near instant, 
access to all data on the FINS(s)? (Multiple choice) 
 
  X   Police 
  X   Intelligence and Security Services 

   Border Force 

   National Crime Agency 

   HM Prisons and Probation Service 

   
Other: 

  
 

 
Why?   

  

 
 
 

  

 

Do you believe there should be a charge to the drone user in order to use a FINS?  
 

   Yes 

  X   No 
 
Why?   



 
28. Future development for the Flight Information 
and Notification System(s)  
  

If a FINS provider decided to charge for using the system, should the government 
maintain the ability to control the maximum cost that could be charged?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

 

Do you think there is a need to have a Special Administration Regime to manage the risk 
of insolvency for FINS providers?  
 

   Yes 

  X   No 

   Don't know 

 
Why?   

  

 

Are you a technology provider or company considering being involved in the 
development of a FINS? * 
 

   Yes (Go to 29. Future development for the Flight Information and Notification System(s)) 

  X   No (Got to 32. Model aircraft flying associations and the Flight Information and Notification 
System(s)) 

 
 
29. Future development for the Flight Information 
and Notification System(s)  
  



If an approach is chosen that uses multiple FINSs, in your opinion would it be better to 
have:  
 

   all FINSs transfer information to a single back end system? 

   
multiple FINSs transferring information between each other 
directly? 

 
Why?   

  
 
 
 

  

 

How would you consider funding a FINS? (Multiple choice) 
 

   Charge the drone user 

   Charge the industry 

   Use adverts 

   Have additional add-ons that can be purchased 

   
Other: 

  
 

 
Why?   

  
 
 
 

  

Would you anticipate a yearly subscription fee for users of the FINS(s)?  
 

   Yes (Go to 30. Yearly cost)  

   No (Go to 31. Future development for the Flight Information and Notification System(s)) 

   
Don't know (31. Future development for the Flight Information and Notification 
System(s)) 

 
30. Yearly cost  
  

How much?  
 

  
 
 



 

 
31. Future development for the Flight Information 
and Notification System(s)  
  

Would you consider bidding for the work to provide a FINS?  
 

   Yes 

   No 

 
Why?   

  
 
 
 

  

Would you be interested in attending a government focus group session with other 
potential sector technology providers?  
 

   Yes 

   No 

32. Model aircraft flying associations and the Flight 
Information and Notification System(s)  
  

Should the government work with model aircraft flying associations to consider ways in 
which the policy could be shaped to minimise the impact of any new legislation relating to 
FINS(s) for this group?  
 

   Yes 

  X   No 
 
Why?   

. 

 
33. Police powers and Fixed Penalty Notices  
  
The government proposes new police powers of: 
 



1. require the production of evidence in specified circumstances (such as where there is a 
reasonable suspicion of the commission of an offence) for:  

 drone operator registration 

 remote pilot acknowledgement of competency 

 the use of a mandated and/or regulated Flight Information and Notification System by the 
remote pilot and/or drone operator, should the decision be taken to mandate their use 

 other evidence relevant to legal flying requirements, including commercial permissions or 
exemptions from the CAA to adhere to any Air Navigation Order 2016 articles 

 
 

 

2. obtain information such as the names and addresses of the registered drone operator 
and/or remote pilot believed to be in charge of the drone in specified circumstances (such 
as where there is a reasonable suspicion of the commission of an offence). If the identity 
of the drone operator is not provided, the name and address of who made the drone 
available for use by the remote pilot 
 
3. require a remote pilot to land a drone in specified circumstances. 
 
4. enter and/or search premises, with a warrant, where there is reasonable suspicion that 
there is a drone and/or its associated components which a constable reasonably suspects 
of having been involved in the commission of an offence 
 
5. seize and retain a drone and/or its associated components which a constable 
reasonably believes of having been involved in the commission of an offence on entering 
and/or searching premises 
 
6. access information stored electronically on a seized drone and/or its associated 
components which a constable reasonably suspects:  

 is evidence in relation to an offence; or 

 has been obtained in consequence of the commission of an offence; and 

 that it is necessary to do so in order to prevent it being concealed, lost, tampered with or 
destroyed 

 
 

7. require any information stored in electronic form on a drone to be produced in a form in 
which it can be taken away and in which it is visible and legible. The power can only be 
exercised if a constable has reasonable grounds for believing that:  

 it is evidence in relation to an offence; or 

 it has been obtained in consequence of the commission of an offence; and 

 that it is necessary to do so in order to prevent it being concealed, lost, tampered with or 



destroyed 

 
 

8. stop and search powers. The Home Office intends to consult on extending stop and 
search to cover the possession of corrosive substances in a public place without good 
reason. We are working with the Home Office to consider the possibility of including 
within that a similar power for the possession of drones in certain circumstances 
 

 

Do you agree that the police require new powers in relation to the misuse of drones?  
 
  X   Yes (Go to 35. Police powers and Fixed Penalty Notices)  

   No (Go to 34. Enforcement) 

   Don't know (Go to 35. Police powers and Fixed Penalty Notices) 

 
Why?   

 
34. Enforcement  
  

58. As you are against greater police powers in relation to drones misuse you can either:  
 

   
continue answering questions about police powers? (Go to 35. Police powers and Fixed 
Penalty notices) 

   skip to the next section on counter drone technology? (Go to 41. Counter drone technology) 

35. Police powers and Fixed Penalty Notices  
  

Do you agree that the police should be able to require the production of evidence from 
drone users where:  
 
 Yes No Don't know 
there is a reasonable 
suspicion of an offence 
being perpetrated? 

X         

compliance with a legal 
requirement is being 
checked? 

X         

 
 
 
 
Why?   



  
 
 
 
The government proposes to allow drone users such as operators and/or remote pilots a 
7 day grace period within which to produce evidence at a police station, that they have 
complied with the law. This will minimise the burden on magistrates courts as well as 
allow those who may not have the necessary documentation on them, to demonstrate 
their compliance. If a person does not produce this evidence, they will be liable to paying 
a Fixed Penalty Notice fine (more details on this in the next section). This process is 
similar to that of certain road traffic offences as contained in the Road Traffic Act 1988. 
 

 

Do you agree with the proposal to grant a 7 day grace period to produce this evidence?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

36. Police powers and Fixed Penalty Notices  
  

Do you agree that the police should be able to obtain information to check that the 
following have complied with the law?  
 
 Yes No Don't know 

A drone user X         

A drone operator X         

A remote pilot X         
The person who made 
the drone available for 
use 

X         

 
 
Why?   

  

Do you agree that the police require powers to instruct a remote pilot to land a drone, if 
there is a reasonable suspicion of the commission of an offence?  



 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

Do you agree that the police require powers to instruct a remote pilot to land a drone, if a 
constable believes that:  
 
 Yes No Don't know 
it will protect persons 
from harm, harassment, 
alarm or distress? 

X         

it will protect persons 
occupying any premises 
from nuisance? 

X         

it is causing an 
annoyance relating to 
the occupation of a 
premise? 

X         

it will protect public 
order? 

X         

it will protect property 
from damage? 

X         

it would assist in 
exercising the functions 
of a police constable? 

X         

 
Why?   

  

 

 

Do you agree the police should have the power, when a drone and/or its components are 
suspected of being involved in the commission of an offence, to enter and search 
premises with a warrant?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   



  

 

Do you agree the police should have the power, when a drone and/or its components are 
believed of being involved in the commission of an offense, to seize and retain the drone 
or its associated components?  
 
  X   Yes 

   No 

   Don't know 

 
 
 
 
Why?   

  

  

 

Do you agree the police should have the power to access electronically stored 
information from the drone or its components if a constable reasonably suspects that it 
is: 
 
1. evidence in relation to an offence or has been obtained in consequence of the 
commission of an offence and  
2. necessary to do so in order to prevent it being concealed, lost, tampered with or 
destroyed?  

 
 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

  

Do you agree the police should have the power to require any information stored on the 
drone or its associated components to be duplicated in a legible form that can be taken 
away if a constable believes that it is: 
 
1. evidence in relation to an offence or it has been obtained through committing an 
offence and 
2. necessary to prevent concealment, loss, tampering or destruction of the data?  



 
 
  X   Yes 

   No 

   Don't know 

 
 
 
 
 
 
Why?   

  

  

 

These proposed powers are only being considered for police constables. Do you believe 
any of the proposed powers should also be extended to: (Multiple choice) 
 

   prison officers? 

  X   police community support officers? 

   civil enforcement officers? 

   
other? 

  
 

  

 

Are there other powers you feel the police should have in relation to drone misuse?  
 
  X   Yes (Go to 37. Additional police powers)  

   No (Go to 38. Police Powers and Fixed Penalty Notices) 

   Don’t know (Go to 38. Police Powers and Fixed Penalty Notices) 

 
 
37. Additional police powers  
  

What powers and why?  
 



 
 
 
38. Police powers and Fixed Penalty Notices  
  
We propose to attach FPNs to the following offences of:  

 not producing registration documentation, and/or proof of registration for drones between 
250g and up to and including 20kg, at the request of a police constable 

 not producing evidence that a flight plan was submitted before flying, or that an 
appropriate FINS is being used, should the decision be taken to mandate the use of FINS 

 not producing evidence of any other relevant permissions required by legislation, for 
example if you are a commercial drone operator or when flying a drone 20kg and above 

 not complying with a police officer when instructed to land a drone 

 flying a drone without a valid acknowledgement of competency, or failure to provide 
evidence of meeting this competency requirement when requested 

 other offences under the Air Navigation Order 2016, such as flying a small drone (small 
unmanned aircraft - SUA) with a camera or other data collection device within 50 metres 
of people, vehicles or buildings  

 
 

 

 

 

Looking to the Road Traffic Offenders Act 1988 for comparable penalty levels, we would 
look to set the penalty range from £100 to £300. The exact penalty amount for the different 
offences will not be specified in the Bill. 
 

 

 

Do you agree that Fixed Penalty Notices (FPN) are a suitable alternative to prosecution for 
certain drone-related offences?  
 
  X   Yes (Go to 40. Police powers and Fixed Penalty Notices)  

   No (Go to 39. Against FPN’s) 

   Don't know (Go to 40. Police powers and Fixed Penalty Notices) 

 
 
39. Against FPN's  



  

Why not?  
 

  
 
 
 

  

 

As you are against using Fixed Penalty Notices you can either:  
 

   
continue answering Fixed Penalty Notice questions? (Go to 40. Police powers and Fixed 
Penalty Notices) 

   skip to the counter drone technology section? (Go to 41. Counter drone technology)  

 
 
40. Police powers and Fixed Penalty Notices  
  

Do you agree that if a person is unable to produce the required evidence within 7 days of 
a police constable's request they should receive an FPN?  
 
  X   Yes 

   No 

   Don't know 

 
Why?   

  

 

Do you agree that drone users not complying with a police officer's instruction to land a 
drone should receive a FPN?  
 

   Yes 

  X   No 

   Don't know 

 
Why?   

  



 

 

Do you agree that the FPN cost should be between £100 and £300 pounds?  
 
  X   Yes 

   No 

   Don't know 

  

 

The power to issue FPNs is only being considered for police constables. Do you believe 
the power to issue a FPN should also be given to:  (Multiple choice) 
 
  X   Police community support officers? 

   Council enforcement officers? 

   
Other: 

  
 

 
 
41. Counter drone technology  
  
The UK government assesses that the use of drone detection technology should be only 
where it is necessary and proportionate for one or more of the following operational 
purposes:  

 in the interests of national security 

 for the purpose of preventing or detecting crime 

 for the purpose of safeguarding the economic well-being of the UK 

 in the interests of public safety 

 for the purpose of preventing death or injury to a person; or 

 for the purpose of preventing damage to property 

 for the purpose of maintaining prison security or good order and 
discipline 

 
 

 

 

 

 

 



Do you think the operational purposes identified for the use of drone detection 
technology are appropriate?  
 
  X   Yes (Go to 43. Counter drone technology) 

   
No (Go to 42. Drone detection technology 
principles) 

   Don’t know (Go to 43. Counter drone technology) 

 
42. Drone detection technology principles  
  

Why not?  
 

  
 
 
 

 
43. Counter drone technology  
  
The government recognises that to ensure the appropriate use of drone detection 
technology, a number of safeguards must be put in place. It is considered that the 
following types of safeguards could be appropriate when any drone detection technology 
is operational:  

 drone detection technology is limited to use by trained and/or licensed operators 

 there is a clear purpose and scope for use of the technology, and operational policy 
specific to each site which is in line with appropriate legislation (for example, a defined 
code of practice) 

 where applicable, a full risk assessment is conducted in line with Health and Safety 
legislation 

 a Memorandum of Understanding with the relevant regulatory bodies could be put in 
place where appropriate, covering dispute resolution mechanisms and resolving 
difficulties arising from malfunctioning or misuse of the technology 

 any data captured from drone detection technology is managed (including storage and 
transference) in accordance with the appropriate 

 the technology is only deployed in line with an operational requirement where its use is 
deemed necessary and proportionate in line with appropriate legislation 

 the technology has undergone fit for purpose testing and testing to minimise incidental 
interference 

 regulatory bodies with responsibility for oversight of the technology deployed are 
informed when the drone technology is installed and where possible, prior to its 



installation 

 depending on the nature of the site or event, organisations warn the public that 
unauthorised drone use will be monitored and enforcement action may be taken; and/or 

 there is appropriate insurance in place 

 
 

 

 

 

 

 

 

 

 

Do you think the safeguards identified for the use of drone detection technology are 
appropriate?  
 
  X   Yes (Go to 45. Counter drone technology) 

   No (Go to 44. Drone detection technology safeguards) 

   Don't know (Go to 45. Counter drone technology) 

44. Drone detection technology safeguards  
  

Why not?  
 

  
 
 
 

  

 

Are there other safeguards for the use of drone detection technology you think we should 
consider?  
 

  
 
 
 

 
45. Counter drone technology  
  
The government plans to develop a clear policy framework governing the use of drone 
detection technology, and set minimum operator training standards. It will also publish 



guidance on drone detection technology and guidelines for the development of a clear 
purpose and scope for use of the technology, and operational policy. 
 
 

Do you think there is anything else that should be done to assist organisations in meeting 
the defined safeguards?  
 
  X   Yes (Go to 46. Assisting organisations in meeting safeguards) 

   No (Go to 47. Counter drone technology) 

   Don't know (Go to 47. Counter drone technology) 

 
 
 
 
46. Assisting organisations in meeting safeguards  
  

What should be done to assist organisations in meeting the safeguards?  
 

 
47. Counter drone technology  
  
The government recognises that in order for organisations to defer authority to trained 
security personnel to make an assessment of threat, a number of safeguards must be put 
in place. Trained security personnel will include military personnel, the police, prison 
staff, private security managers and commercial guard forces. It is proposed that the 
following types of safeguards ought to be considered:  

 a minimum training requirement; and 

 a site specific operational policy informed by the government guidance on how to assess 
a drone threat 

 
 

 

Do you think the safeguards identified to enable deferred authority are appropriate?  
 
  X   Yes (Go to 49. Counter drone technology) 

   No (Go to 48. Deferred authority) 



   
Don't know (Go to 49. Counter drone 
technology) 

 
48. Deferred authority  
  

Why not?  
 

  
 
 
 

  

What other safeguards would you like to be considered to enable deferred authority?  
 

 
49. Counter drone technology  
  
The UK government assesses that the use of drone electronic effector technology should 
be only where it is necessary and proportionate for one or more of the following possible 
specified operational purposes:  

 in the interests of national security 

 for the purpose of preventing or detecting crime 

 for the purpose of safeguarding the economic well-being of the UK 

 in the interests of public safety 

 for the purpose of preventing death or injury to a person; and/or 

 for the purpose of preventing damage to property 

 for the purpose of maintaining prison security or good order and 
discipline 

 
 

 

 

 

 



Do you think the operational purposes identified for the use of drone electronic effectors 
are appropriate?  
 

   Yes (Go to 51. Counter drone technology) 

  X   No (Go to 50. Drone electronic effector 
principles) 

   Don't know (Go to 51. Counter drone technology) 

 
50. Drone electronic effector principles  
  

Why not?  
 

51. Counter drone technology  
  
The government is undertaking work to evidence the potential for collateral damage when 
electronic effector drone technology is used, and to seek to identify appropriate 
mitigations, which may include government advice on where to situate, and when to 
operate, such effectors. The government is also working to understand, and standardise if 
needed, what happens to the drone once this drone electronic effector technology is 
activated, e.g. the drone returns to home or lands safely. The results of this will also be 
used to develop safety mitigations. 
 

 

Should any other studies be conducted to minimise the safety risks associated with 
deploying electronic effectors in the UK?  
 
  X   Yes (Go to 52. Electronic effector studies) 

   No (Go to 53. Counter drone technology) 

   
Don't know (Go to 53. Counter drone 
technology) 

 
 
52. Electronic effector studies  
  

What should the studies focus on?  
 



 
 
53. Counter drone technology  
  
The government recognises that to ensure the appropriate use of this technology a 
number of safeguards must be put in place, and is giving consideration to the following 
types of possible safeguards when drone electronic effectors are in place: 
   

 drone electronic effectors are limited to use by trained, and approved and/or licensed 
operators 

 there is a clear purpose and scope for use of the technology, and operational policy 
specific to each site, which is in line with appropriate legislation (for example, a defined 
code of practice) 

 where applicable, a full risk assessment is conducted in line with Health and Safety 
legislation 

 a Memorandum of Understanding with the relevant regulatory bodies is put in place 
where appropriate, covering dispute resolution mechanisms and resolving difficulties 
arising from the malfunctioning or misuse of the technology 

 any data captured from drone electronic effectors is managed (including storage and 
transference) in accordance with the appropriate legislation, e.g. the Data Protection Act 

 the technology is only deployed in line with an operational requirement where its use is 
deemed necessary and proportionate, in line with appropriate legislation, e.g. Article 8 of 
the European Convention on Human Rights 

 the technology has undergone fit for purpose testing and testing to minimise incidental 
interference 

 regulatory bodies with responsibility for oversight of the technology deployed 
are  informed prior to installation of any drone electronic effectors 

 depending on the nature of the site or event, organisations warn the public (use of public 
communications, community engagement and signage) that unauthorised drone use will 
be monitored and enforced; and/or 

 there is appropriate insurance in place 

 
 

 

 

 

 

 

 



 

 

 

Do you think the safeguards proposed for the use of drone electronic effectors are 
appropriate?  
 
  X   Yes (Go to 55. Counter drone technology) 

   No (Go to 54. Electronic effector safeguards) 

   
Don't know (Go to 55. Counter drone 
technology) 

 
54. Electronic effector safeguards  
  

Why not?  
 

  
 
 
 

  

 

 

What other safeguards should be considered for the use of drone electronic effectors?  
 

  
 
 
 

 
 
55. Counter drone technology  
  
The government is considering the development of a clear policy framework governing 
the use of drone electronic effectors, and set minimum operator training standards. This 
could include publishing guidance on drone technology and the importance of a layered 
response, in a way which is proportionate to the threat. It could also include guidelines on 
the development of a concept of operations for using drone electronic effectors, including 
rules of engagement and guidance on the collateral damage study caused by certain 
types of electronic effectors to assist organisations in determining the most appropriate 
technology to choose and in developing their concept of operations.  
 



Do you think anything else should be done to assist organisations in meeting the defined 
safeguards?  
 
  X   Yes (Go to 56. Assisting organisations in meeting safeguards)  

   No (Go to 57. Counter drone technology) 

   Don't know (Go to 57. Counter drone technology) 

 
 
56. Assisting organisations in meeting safeguards  
  

What else do you think should be done?  
 

 
 
57. Counter drone technology  
  

Testing drone detection technology and drone electronic effectors is required to enable 
current or further activities for one or more of the following purposes:  

 in the interests of national security 

 for the purpose of preventing or detecting crime 

 for the purpose of safeguarding the economic well-being of the UK 

 in the interests of public safety 

 for the purpose of preventing death or injury to a person 

 for the purpose of preventing damage to property 

 for the purpose of maintaining prison security or good order and discipline 

 
 

 

 

 



 

Do you think the requirements identified for both the testing of drone detection 
technology and drone electronic effectors are appropriate?  
 
  X   Yes (Go to 59. Counter drone technology) 

   
No (Go to 58. Requirements for drone detection technology and 
effectors) 

   Don't know (Go to 59. Counter drone technology) 

 
 
 
58. Requirements for drone detection technology 
and effectors  
  

Why not?  
 

  
 
 
 

 
59. Counter drone technology  
  
The government recognises that to minimise the risks of testing these technologies a 
number of safeguards must be put in place. It is proposed that the following possible 
safeguards could be enforced when testing counter drone technology:  

 there is a clear purpose and scope for the testing of drone detection technology and 
drone electronic effectors 

 testing is only permitted on government authority 

 where applicable, a full risk assessment is conducted in line with Health and Safety 
legislation 

 a Memorandum of Understanding with the relevant regulatory bodies is put in place 
where appropriate, covering dispute resolution mechanisms and resolving difficulties 
arising from the malfunctioning of technology during testing 

 any data captured during the testing of drone detection technology or drone electronic 
effectors is managed in accordance with the appropriate legislation, e.g. the Data 
Protection Act 

 depending on the nature of the testing, organisations warn the public (use of public 



communications, community engagement and signage) that testing is taking place 

 there is appropriate insurance in place 

 for drone electronic effectors, testing only takes place in a government defined controlled 
environment 

 for drone electronic effectors, appropriate equipment is used to monitor the collateral 
damage 

 
 

 

 

 

 

 

 

 

 

Do you think the safeguards identified for both the testing of drone detection technology 
and drone electronic effectors are appropriate?  
 
  X   Yes (Go to 61. Counter drone technology) 

   No (Go to 60. Safeguards of technology and effectors) 

   Don't know (Go to 61. Counter drone technology) 

 
 
60. Safeguards of technology and effectors  
  

Why not?  
 

  
 
 
 

 
61. Counter drone technology  
  

Would you like any other safeguards to be considered to enable the testing of:  
 
 Yes No 
drone detection 
technology? 

 X      

drone electronic X      



 Yes No 
effectors? 
 
If yes, explain what you would like these safeguards to be? If no, why not?   

 
 
62. Drone scenario modelling  
  
To inform the impact assessments accompanying this consultation we have produced 
some potential scenarios of future drone use. The emerging nature of the market, and 
short period for which we have data means we are unable to produce robust forecasts or 
targets, however these scenarios give us an idea of the possible extent of UK drone use if 
historical trends in drone registration continue. We have included this section to provide 
respondents with the opportunity to provide feedback on our methodology, rather than as 
a publication of official estimates. 
 

 

Do you have forecasts of the number of drone or drone users (commercial or non-
commercial) you are willing to share?  
 

   Yes (Go to 63. Forecasts of use) 

  X   No (Go to 64. Drone scenario 
modelling)  

 
 
 
 
63. Forecasts of use  
  

Add details.  
 

  
 
 
 

 
64. Drone scenario modelling  
  
To reflect the widely observed s-curve in technology adoption, we fit a simple quadratic 
trend to the historical commercial drone operator permission data that shows growth at 
an increasing rate. To reflect the eventual slowdown in growth, we identify a point in the 



future at which we expect market saturation to occur after which we reduce the growth 
rate to one tenth of what continuing the trend would predict. The low and high scenarios 
show uncertainty by varying saturation points from December 2024 to December 2035 
compared to June 2030 in the central case. 
 

 
 

 

 

 

Are the scenarios for the number of commercial users:  
 

   realistic? 

  X   overestimates? 

 underestimates? 

 
Why?   

  
 
 
 
To create scenarios for the number of commercial drones we scale the user scenarios by 
assumed numbers of drones per commercial user taken from responses to the January 
2017 Drone Consultation. These begin at 5.6 drones per business in 2017 rising to 10.4 in 
2028. 



 

 
 

Are the scenarios for the number of commercial drones:  
 

   realistic? 

  X   overestimates? 

   underestimates? 

 
 
 
 
Why?   

  

 

 

How do you rate the assumptions that:  
 
 Accurate Weak Unknown 
growth in commercial 
drone users will 
continue according to 

   X      



 Accurate Weak Unknown 
the quadratic trend that 
best fits historical data? 
market saturation will 
most likely occur in 
2030, with 2024 and 
2035 representing low 
and high estimates 
respectively? 

   X      

the average commercial 
user currently has 5.6 
drones and this will rise 
to 10 in 2037? 

   X      

 
 
Why?   

- 

- 

- 

 

  

 

 

What do you estimate the average number of drones per commercial user to be in:  
 

the next year?    3-4 
 

2023?    5-6 
 

2028?    7-8 
 

the long run?   

 

  



 

How many drones do you estimate the average non-commercial user owns?  
 

 
65. Final comments  
  

Any other comments?  
 

  
 
 
 

 




