
Please note

These templates are intended for guidance purposes only. They are not to be seen as implying the authorisation or sanction of their content by Historic England or the Association of Local Government Archaeological Officers UK. No responsibility or liability can be accepted for any injury, loss or damage incurred as a result of their use, or from reliance upon their content.  

In creating their own policy documentation HERs should ensure that that the appropriate legal advice is taken where necessary and that the relevant restrictions and guidelines incumbent upon their host authority are adhered to. The drafting of policy documentation should also take account of the host authority’s house styles and ensure that publically available material carries the relevant logos and insignia. 
Disaster Management Planning: Preface
The HER Benchmarks for Good Practice (v1.1, 2002, 3.8a, p8) stipulate that HERs should make safeguards “against foreseeable risks and disaster” through the creation of a ‘Risk Assessment and Emergency Preparedness Plan’. 

The Benchmarks then reference Informing the Future of the Past guidelines (Gilman & Newman eds, 2007, B.11) for more detailed guidance on the structures relating to disaster management planning. These include a Disaster Plan template (panel 7) which has been substantially reproduced in the model included below. However, it is evident from the guidelines provided that this plan forms the core of a more extensive range of precautionary measures relating to pre-planning, risk assessment and post-emergency business continuity. These factors, in turn, will need to be supported by additional documentation: specifically a Risk Management Plan and Business Continuity Plan. In consequence, templates for documents of both types are also provided below. 

As a general principal it should be remembered that, in their finished state, each of these documents must be integrated within the corporate disaster management structures of the HER’s host organisation as a whole. It is thus essential that the drafting and updating of documents is always undertaken as a co-ordinated effort with the appropriate teams and individuals within your host organisation and combined with a detailed consultation on the mechanisms involved. 

In consequence it may prove necessary to adapt and amend the structure and content of the templates in line with specific mechanisms and procedures employed by your own organisation. However, whilst integrating the HER’s own plans within broader organisational structure, requirements specific to the HER’s individual circumstances should not be lost sight of, or excessively diluted.     

The management and visibility of each of the three documents sit at a slightly different level within the corporate hierarchy:

· The Risk Management Plan should be accessible to all staff but will be drafted and regularly reviewed/updated at management level as part of overall risk assessment planning.

· The Disaster Plan will be prominently displayed, immediately accessible to all staff and will be supported by regular training. It will be drafted and regularly reviewed/updated at management level with close involvement of all staff operating within the physical area covered by the plan. 

· The Business Continuity Plan should be immediately accessible at management level. It will be drafted and regularly reviewed/updated at management level with reference to the HER’s Mission Statement, Information Services Policy and Forward Plan.   
Anyshire HER Risk Management Plan (1-Low, 2-Medium, 3-High) [with specimen examples]
	Risk
	Nature of impact
	Impact
	Probability
	Risk (Impact x Probability)
	Mitigation

	Fire in building
	Loss of personnel; loss of access to building; loss of PCs and locally sored data; loss of non-digital archive; loss of casework files; loss of specialist software
	3
	1
	3
	Ensure staff are aware of emergency and evacuation procedures; Implement Business Continuity Plan to enable continuity of service provision; Ensure work-related data is kept on servers, not on individual machines; Regular back-up routine for non-critical data on individual PCs; Initiate programme of digitisation for irreplaceable non-digital media; Maintain register of software licences, contacts etc to enable restoration of specialist data.  

	Flooding
	
	
	
	
	

	Severe weather damage
	
	
	
	
	

	Network failure
	
	
	
	
	

	PC failure
	
	
	
	
	

	Loss of computer files (server end)
	
	
	
	
	

	Loss of computer files (PC end)
	
	
	
	
	

	Failure of telephone system
	
	
	
	
	

	Loss of electricity to building
	
	
	
	
	

	Loss of trained staff
	
	
	
	
	


Anyshire Historic Environment Record Disaster Plan

Disaster Plan prepared for the [Insert name of host authority] HER on [Insert date]. 

The plan will be updated on [Insert date].

Updates will be sent to the disaster manager, disaster team members, site managers [amend and add to list as appropriate]
Procedures for initial action on discovering a disaster:
1) Alert the Emergency Services as necessary. Dial (9) 999 and give details of the location and nature of the emergency. Alert Security or Estates [amend and add to list as appropriate] as necessary.

2) Alert the Disaster Manager [insert name and contact details at home and work] and the most senior staff member in office hours. 

3) Evacuate the building in the event of staff and readers being ‘exposed to serious and imminent danger’ (Management of Health & Safety at Work Regulations 1992).

[Insert details as to evacuation procedures including location of external muster points and any roll calls to be carried out].  
On arrival at the scene the Disaster Manager should:

1) Liaise with the emergency services and establish a control point.

2) Contact the Disaster Control Team: 
[Insert names and contact details for team members]
3) Contact staff from other departments: [Security, Estates, IT, Finance, Catering, Senior Staff Member Present – amend and add to list as appropriate].

4) Enter the disaster area only when it has been declared safe by the emergency services.

5) Assess the scene and the damage. Stabilise the environment and break out emergency supplies.

6) Organise salvage teams. Salvage priority collections. Secure undamaged material. Arrange rest breaks and refreshments for teams.

Remember that your safety and that of the Disaster Team are paramount.  

Useful information:
Insurance
[Insert insurance policy number and contact details of the insurance company].
Location Plans
[Insert the following location plans:

Fire exits; fire extinguishers; smoke alarms; sprinkler systems; assembly points.

Electrical; water; sewerage; drainage and gas systems; fuse boxes; stop cocks and isolation valves.

 Location of priority collections for salvage, emergency equipment stores and first aid boxes].

Salvage priorities
[Insert a list of salvage priorities and the names of those responsible for each area].

Emergency equipment
[List appropriate emergency equipment available and the precise location of the equipment available and the precise location of the equipment stores. Equipment may be listed according to specific categories eg cleaning, drying, packing].

Suppliers of Emergency Equipment and Services
[List suppliers of emergency equipment and services. Include contact details and contact numbers]. 

Anyshire Business Continuity Plan – Historic Environment Record Team
Outline of key processes – Historic Environment Record team

1) The maintenance and enhancement of the Historic Environment Record (HER), which is the most complete database of all listed buildings [insert number] and known archaeological sites [insert number] in the [insert type of host authority].

2) The provision of a specialist archaeological development control service to [insert nature of authority/authorities] in [insert name of area covered], providing advice in respect of the archaeological implications of the proposed development. 

3) Historic environment input into [insert type of authority/authorities] and regional policies. 

4) Promotion of the [insert type of authority] historic environment, through publications (both popular and professional), displays, exhibitions, seminars, lectures, field courses and workshops. 

5) Provision of advice to farmers and other landowners on the better management of the rural historic environment. 

6) To guide and inform research projects designed to provide a better knowledge base for policies.  

Dependencies 
Crucially dependent on IT support from [insert provider or providers].

Substantially dependent on [insert name of provider] for telephone support.

Peripherally dependent upon [insert name(s) of relevant departments and/or organisations]. 

Resources required
The resources in this section are needed to deliver the stated plan. Depending on the nature of the incident more (or less) resources may be available and/or required. 

Staff & accommodation requirements (populated with specimen examples)
	Key Process
	Staff
	Workplace now
	Requirements in an emergency

	1
	5
	Civic Offices
	1 office workplace within [X] days; [X] office work  places within 1 week; 5 office workplaces within [X] 

	2
	2
	Civic Offices
	1 office workspace within [X] days; 2 office workspaces within [X]

	3
	1
	Civic Offices
	1 office workspace within [X] days 

	4
	1
	Civic Offices
	1 office workspace within [X] days

	5
	1
	Civic Offices
	1 office workspace within [X] days

	6
	1
	Civic Offices
	1 office workspace within [X] days


IT requirements and systems:
	PCs
	Time period
	Phones
	Time period

	2
	Within 2 days
	2
	In 2 days

	3
	In1 week
	5
	In 1 week

	5
	Within 1 month
	5
	In 1 month


	System
	Time Period

	E-mail
	Within 2 days

	HBSMR database
	Within 1 week

	Post service
	Within 1 week


.   

Team specific contingency arrangements in place are shown in the table below.

These arrangements to be in writing (e-mail is sufficient) and reviewed regularly. All space expected to be used for contingency purposes to be tested regularly (at least once a year).
	Contingency Arrangement
	Arranged by
	Expiry/review date
	Action required to activate
	Activation by

	The provision of alternative office space for HER service
	
	
	
	


Corporate Arrangements
There are corporate contingency arrangements in place and any requests for alternative accommodation [add others as appropriate] should be made to the [insert name of authority] Incident Management Team via the [Business Continuity Manager - amend as appropriate].

General Recovery Plan – Historic Environment Team
· Record all actions
· Notify team members

· Confirm location for team meeting

· Follow action list

Action Plan for Historic Environment Record Team

	1st 24 hours – Initial Actions
	

	Attend initial briefing meeting of the Business Continuity Team
	

	Discuss initial actions with [Business Continuity Manager – amend title as appropriate]
	

	Agree response requirements
	

	Agree initial evaluation of impact on service delivery
	

	Agree reporting procedures
	

	Agree initial emergency procedures
	

	Request any available information on service casualties
	

	
	

	1st 24 hours – Subsequent Actions
	

	Establish Liaison with [insert name of IT provider]
	

	Check server and network availability
	

	Check printer availability
	

	Allocate IT Resources
	

	Test access to databases/systems listed in Business Continuity Plan
	

	Report results to [insert name of corporate IT team], if large scale to the [insert name of host authority] Business Continuity Team 
	

	Brief staff not involved in the Business Continuity Team on incident
	

	Start telephone chain from the beginning – and end person.
	

	Retrieve print-offs of meeting schedule and back-up of Special Project Contacts and deliver to Business Continuity Team
	

	
	

	Action to be taken over the next 2 to 5 days
	

	Continue to assess damage at incident site
	

	Assessment IT –Resources
	

	Liaise with [insert name of corporate IT support] to co-ordinate recovery process.
	

	Allocate availability of Remote Access for home office
	

	Estimate resources required
	

	Agree resources with Business Continuity Manager
	

	Report requirements to [insert name of host authority] Business Continuity Team
	

	Discuss and agree appropriate statement on incident from Business Continuity Team
	

	Inform stakeholders
	

	Record or arrange auto reply message on telephones if available 
	

	Arrange auto reply message for e-mails if available
	

	Inform local authorities and Parishes on incidence
	

	Retrieve and deliver back-up list of project contacts to Business Continuity Team
	

	Manage the setting-up of new communication equipment in alternative emergency office 
	

	Arrange handling of mail and incoming application forms
	

	Delivery
	

	Collection
	

	Sorting and postage
	

	Continue to attend regular Business Continuity Team meetings
	

	Disseminate minutes of meetings, briefing papers and decisions made
	

	Agree priorities and key areas for recovery
	

	Update BCM on progress of initially taken actions
	

	Record reports on the progress of the initial actions taken
	

	Utilise Activity Record Form
	

	Update BCM on the progress of the recovery process
	

	
	

	Action to be taken over the next 2 weeks
	

	Continue managing all issues relating to IT services
	

	Manage arrangements to rebuild IT infrastructure
	

	Continue set-up of new communication equipment
	

	Propose strategy for the progress of recovery for next weeks regarding
	

	Recoverable data
	

	Replacement of IT equipment
	

	Lost and/or partly damaged data sources
	

	Maintain Liaison with [Insert name of IT provider] 
	

	Arrange availability of office equipment
	

	Prepare Admin-Starter kits
	

	Contact suppliers to order equipment
	

	Continue to update all staff staying at home
	

	Advise them on further actions after discussion with BCM
	

	Maintain documentation process of all events, action taken and major decisions made
	

	Continue to attend regular Business Continuity Team meetings
	


Loss of IT checklist
Database which logs all development control advice would be inoperative and a temporary Access database or manual checklist would need to be established until IT links were restored.

No ability to communicate by e-mail.

Need for alternative arrangements for report writing/typing.

Need for alternative budgetary control system.

Loss of building checklist
See action list.
Loss of power checklist
Loss of IT. 


